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Due to the technology advancements, in recent days, most of

the wireless devices are connected to machines (IoT) rather

than human being, will lead to the growth in Smart Cities,

Smart Homes, Smart Vehicles etc. Hence, the future cus-

tomers will request for higher capacity, higher data rate with

global connectivity. Hence, 5G and B5G networks encounter

fundamental challenges for peer-to-peer IoT communications,

including automated vehicle, robotic and other automatic sys-

tems, and computing infrastructures. Therefore Internet-of-

Everything (IoE), integration of everything in a single hub is

the related development. Other challenges predicted for future

networks are to handle Ultra-dense cell networks,

Reconfigurable Hardware, Networked VLC, Networking

Intelligence and technological developments to empower the

users with 100% Immersive Experiences.

It is anticipated that P2P Computing and Blockchain with AI

will be the very significant technologies for an effective devel-

opment of the future wireless networks. Since, P2P and

Blockchain technologies incorporates a distributed network con-

cepts to provide secure services without any Cluster head, due to

this distributed nature, P2P and Blockchain will be a suitable

technology for dynamic spectrum sharing in 5G and B5G.

Also along with these two technologies, AI approaches like ma-

chine learning and deep learning can be combined and deployed

into 5G and B5G networks to collect, analyse the data and man-

age the available resources in an efficient manner.

The aim of this special issue is to focus the challenges, case

studies, architectures, algorithms and application for P2P com-

puting and blockchain enabled 5G, B5G networks and IoE.

The special issue has declared as an open call for papers

and rigorous peer-review has been carried. Totally 31 research

articles have been received for this SI and 13 of them have

been accepted after peer review as a witness of ongoing re-

search ideas and solutions related to B5G and IoE.

The first article by Steffi Jayakumar, Nandakumar, S. on

‘A review on resource allocation techniques in D2D commu-

nication for 5G and B5G technology’ studied the various chal-

lenges faced by 5G and B5G wireless networks. Based on the

survey, the resource allocation algorithms and methodologies

have been seriously analysed and evaluated to find the re-

search gap and solution for the research problems related to

resource allocation in D2D communication.

The second article by Senthil Kumar, A. Thirunavukkarasu,

V. on ‘Peer to peer communication framework for 5G networks

using Ambient Service’ proposed a Peer to Peer Communication

Framework along with Ambient Service implementation for 5G

networks to support Radio Access Network (RAN).

The third article byDivyaMohan, GeethaMary, A. on ‘The

Efficacy of Handoff Strategy Based Spectrum Allocation

Using TSB-MFO For D2D and CU Communications’ devel-

oped an efficient handoff strategy based on bandwidth alloca-

tion using Thompson Sampling Bandwidth (TSB) and

Magnetic Force Optimization (MFO) for D2D and CU com-

munications without assuming Channel State Information

(CSI) at the base station (BS).

The fourth article by Vali Mohamad et al. on ‘Dynamic

Sectorization and parallel processing for device-to-device

(D2D) resource allocation in 5G and B5G cellular network’

presented a dynamic sectorization technique in which eNodeB

(eNB) varies the number of sectors dynamically in the
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network and allocates the Resource Block (RB) to D2D users.

Also they have derived an expression for the probability of

successful transmission and threshold to make a decision on

the number of sectors based on available RBs and D2D users

in the network.

The fifth article by Bilim, M. on ‘Dual-branch SC wireless

systems with HQAM for beyond 5G over η-μ fading chan-

nels’ analysed the performance of hexagonal quadrature am-

plitude modulation (HQAM) for a dual-branch selection com-

bining (SC) receiver for beyond fifth-generation (B5G) with

η-μ fading channels in a detailed manner.

The sixth article by Christopher Clement et al. on

‘Deep learning based modulation classification for 5G

and beyond wireless systems’ proposed a modulation

classification algorithm using the combined architectures

of modified convolutional neural network. Further, they

have developed a deep learning architecture by combining

the convolutional neural network, dense network, and

long short-term memory network (LSTM), which is

named as convolutional LSTM dense neural network

(CLDNN).

The seventh article by Malini, B. Noor Mohammed, V.

on ‘Joint Power Optimization and Scaled Beamforming

Approach in B5G Network Based Massive MIMO

Enabled HetNet with Full-duplex Small Cells’ investigated

the power optimization technique for B5G network using

the macro base station enabled with massive MIMO tech-

nology and the small cell access points possessing the full-

duplex communication ability in Heterogeneous Networks

(HetNets).

The eighth article by Acharjya, D.P. Syed Siraj Ahmed, N.

on ‘Tracing of online assaults in 5G networks using domi-

nance based rough set and formal concept analysis’ developed

a model to recognize various assaults via online in 5G,

B5G and IoE networks using dominance based rough set

and formal concept analysis. Further they have analysed using

various types of assaults and the assaults have been identified

using the dominance based rough set.

The ninth article by Reshmi, T.R. Azath, M. on ‘Improved

self-healing technique for 5G networks using predictive analysis’

introduced an automated network diagnostics and self-healing

technique for 5G environment using predictive analysis. The data

has been collected by considering the performance parameters of

the device or network and if the performance parameters are

deviated from the normal ranges then the problems occurred in

the network are diagnosed in a productive way.

The tenth article by Sankar, S.P. et al. on ‘Security im-

provement in block chain technique enabled peer to peer net-

work for beyond 5G and internet of things’ implemented a

data security by employing private blockchain in SDN and

public blockchain for peer to peer communication. Also they

have proposed a secured authentication method to validate the

blocks in the network.

The eleventh article by Vivekanandan, M. Sastry, V. N.

Reddy S.U. on ‘BIDAPSCA5G: Blockchain based Internet

of Things (IoT) device to device authentication protocol for

smart city applications using 5G technology’ proposed a

Blockchain based Internet of Things (IoT) Device to Device

Authentication Protocol for Smart City Applications using 5G

Technology (BIDAPSCA5G) in which the IoT Devices reg-

istration process is performed through private blockchain. The

mutual authentication has been accomplished without in-

volvement of RAC/Gate-Way-Node (GWN) to reduce the

computation cost.

The twelfth article by Kumar, P. Chouhan, L. on ‘A secure

authentication scheme for IoT application in smart home’ de-

signed a smart card based secure addressing and authentica-

tion (SCSAA) scheme by modifying the standard IPv6 proto-

col to mitigate the security threats in the IoT network. The

proposed scheme has two folds as it assigns an unique 64-bit

interface identifier (IID) to smart devices/appliances and

uniquely authenticates them in IoT network and also it uses

the secret session key to prevent the network from unautho-

rized access.

The thirteenth article by Riya, Gupta, N. Dhurandher, S.K.

on ‘Efficient caching method in fog computing for internet of

everything’ suggested the methodology to reduce the latency

in fog computing which will more suitable for IoE. Further

this has been achieved by performing the popularity based

caching. In this circumstances, initially the clustering of the

IoT devices has been done on the basis of their interests and

distance between them using spectral clustering technique and

then each cluster is mapped with the fog and further to reduce

the latency, in case of cache miss, the Device to Device (D2D)

communication is used.

Based on the above research articles it has been found

that many researchers are focusing on the security issues

and resource allocation algorithm to meet the future de-

mand for 5G, B5G wireless networks and Internet-of-

Everything (IoE).
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